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 Army Chief Information Officer Executive Board (CIO EB) Meeting

Minutes

16 June 2004

Administrative Remarks

Mr. Gary Winkler, CIO EB Secretary, opened the meeting at 0830.  He provided administrative remarks and reviewed the day’s agenda, highlighting the decision items on Army Commodity Buys and the CIO Integrating Working Group   New members were welcomed:  Mr. Ron Bechtold, Administrative Assistant Secretary of the Army; COL Bruce Bachus, DA G-3; Dr. Arthur Taylor, US Army Reserve.

Opening Remarks

LTG Steven Boutelle, Army CIO EB Chair and Army Chief Information Officer, urged members to read the paper, “Serving a Nation at War: A Campaign Quality Army with Joint and Expeditionary Capabilities," by Les Brownlee and Peter J. Schoomaker.

We are realigning I3MP to places we know that there will be power projection.  No more “salami slice.” He gave Korea as an example of how news on base realignment information can influence the budget. When news hits the papers, the money is gone. We’re adjusting I3MP to where we know units will be located in the future.

LTG Boutelle also recommended reading Does It Matter by Nick Carr.  He went on to speak about “Getting a handle on our applications” and emphasized the impact of the large number of applications on security costs.  We have too many applications.

LTG Boutelle:  We will be forced to lock down the network.  There are 908 total applications. IMCEN has 400 approved applications.  Don’t be surprised if we start shutting down some of the 467 unapproved applications.  Proponents should scrub these applications and use COTS instead.

LTG Boutelle provided news on the Employee Purchase Program (EPP) as part of the Microsoft enterprise license agreement.  He stressed the economy of the rates and said that we “need to pay attention to the many resources on this contract.”  

Mr. Bettencourt: the enterprise license is with Softmart, not Microsoft.  Part of the value is distribution management and configuration management.  The management capability is web-based.  Orders are placed through Army Knowledge Online (AKO).  Authorizations are checked on-line.  Some engineering services are available on overall configuration management.  We got much more than a discount on software prices.

A question was asked in regard to configuration management and funds control and how non-IT funds are controlled when combat commanders are using discretionary funds to purchase IT.  LTG Boutelle responded, “That’s a hard one that we have to work on.  The warfighter always takes precedence.”

Business Management Modernization Program (BMMP), Dr. Paul Tibbits, Director, BMMP
Dr. Paul Tibbits began his remarks to the Board by emphasizing four themes: Business Transformation, Collaboration, Business Process Reengineering and Information Technology, and asked the Board to consider in this sequence as he presented an overview of the BMMP.  The BMMP charts a new course in managing business operations throughout DOD.  The current environment faces problems such as cost, redundancy and inefficient management of resources, in addition to the inability to provide information that is accurate, timely and available as needed.  Dr. Tibbits illustrated the current business management environment and how we got there.  The Army and Defense are just getting started on this.  Business domains have been established to support capabilities.  IT resources must be used for business reasons, not just to modernize.  Dr. Tibbits provided an analogy to IBM: “Riches to rags and then back to riches.”  The effect on people is that they must move from old jobs to new jobs.  It requires re-training.  There will be an integrated product from the bottom up.   F & A is currently building its capstone ICD.  Without certification of $1 million-plus business system per year, the buyer is in violation of the Anti-Deficiency Act (Mid 918 includes O & M upgrades of $1 million-plus). 

Discussion: 

Mr. Pfolzer, G-8:  The $1 million threshold is counter to streamlined acquisition.  This will present impediments to the Army doing its business, as nobody can afford to wait for this approval period.  What is the balance?  

Dr. Tibbits:  Congress added the Anti-Deficiency requirement.  Packages aren’t coming forward as we expected.  

Dr. Pfolzer:  We have built strategies to achieve appropriate compliance and integration.  We have to leverage structures, organizations and capabilities.  

Dr. Tibbits:  There is a difference in depicting what IT resources are available or projected.

Ms. Armstrong, CIO/G-6:  The Hill is dissatisfied with the management of IT resources.  There have been big hits because information is not provided.  BMMP is somewhat punitive.  Is there anything at the OSD level to alleviate these problems?

Dr. Tibbits:  I’ve testified on the Hill four times to share OSD’s process and program.  

Mr. Buckner, AMC:  The Clinger-Cohen Act (CCA) was established because of the Hill’s unhappiness with agency spending on IT.  We still seem stovepiped by domains.

Dr. Tibbits:  We need a structure for cross-domain integration.  Coordination is required prior to submission.  The Hill wants to know CCA outcomes.  We have to give answers from the top, not the bottom.  Don’t give them an “IT” answer.  Give them business answers.  GAO wants to know how many systems you’ll be eliminating.  We keep finding new ones.  We keep sub-optimizing our answers by not talking CCA language and explaining business capabilities. 

COL Bachus, G-3:  How do intelligence and warfighter systems fit in?

Dr. Tibbits: They don’t fit very well.  They are based on your own portfolio.

COL Bachus:  In DOD we have additional requirements that don’t fit in -- C2.

Dr. Tibbits:  I’d like you to refer to slide 18 and where we fall within DOD

…the warfighting domain is not set up.

COL Klinefelter, USMA:  Some decisions are not based on business decisions.

Dr. Tibbits:  The scope of business means “function.”  Upgrades in MAIS must be for more than technical upgrades.

COL Lasher, FORSCOM, compared BMMP to the CIM program.  Dr. Tibbits agreed that this equated to CIM, and accountability resides in the PSA’s.

Mr. Winkler:  What is the CIO role in BMMP?

Dr. Tibbits:  There is a great deal of mileage in the net centric notion to give empowerment.  Net centric systems inventory for DOD is a dysfunctional notion.  I don’t think we need it.  Services should track their own assets and give permission to DOD as a customer of the data.  There is no need for DOD to be a large data repository.  We want to take a retention approach for inventory.  

Dr. Tibbits concluded by stating that he believed that each component should be responsible for their own registries, not incorporated into the DOD registry.

Army Knowledge Management Overview, Mr. Gary Winkler, CIO EB Secretary and Principal Director for Enterprise Integration 

Mr. Winkler reiterated the critical role that the Army CIO EB holds in supporting the warfighter as well as identifying and solving AKM enterprise issues and requirements.  He referenced the Clinger-Cohen Act and stated that the CIO is the conduit to the DOD and “Joint” IT environment.  The CIO is here to integrate within the staff and MACOMs.  New AKM Guidance memos will be signed by the Chief and Secretary.  Consolidation of data centers and BMMP direction will be included in the new ones

Action Item:  Revise existing AKM memos.  Develop new AKM memos.

Mr. Winkler provided a status report on the Due-Outs from 24 February 2004 CIO EB:

	CIO/G-6

Action Office
	Task
	Status

	SAIS-EIP
	Brief Battle Command Knowledge System (BCKS) to the 

DAS.
	Completed

30 March 04

	NETCOM
	Implement Alternative 3 for Active Directory (AD):  Consolidate residual NT 4.0 domains into consolidated security enclave(s) at installation DOIM or equivalent organization within each Forest (e.g., ARNG, MEDCOM, USACE, etc.)

· Develop AD Implementation Plan

· Develop AD Security Plan and Concept

· Determine the status of Enterprise Directory
	Update follows

16 June

30 August

16 June

	SAIS-IO


	Prohibit development of new applications using Windows NT 4.0 environment. (Develop document) G-3 – Approve/Sign
	The Army Policy for Window NT 4.0 Replacement for Active Directory of 4 Feb 04 negates need for this action.

	SAIS–IO/ZR Support:

SAIS-EI


	Establish Enterprise Airtime Funding Strategy (including requirements determination)


	Update to follow

	SAIS-EIP
	Review Army Information Technology Registry (AITR) and Business Management Modernization Program (BMMP) system lists with ACSIM and resolve conflicts.


	Action completed on 11 March 2004

BMMP Overview provided by Dr. Tibbits

	SAIS-ZC
	Implement new DOD Technology Mandates:

· Retransmit the IP v.6 memo to board members

· Develop IP v.6 Transition Plan 

· Stand up Communities of Interest (3Q 04)


	Completed 

1 April 04

Version .9 complete, version 1.0 due 30 June to ASD (NII)

Draft Policy in staffing

	SAIS-EIG
	· Staff charter for the CIO Integration Governance Working Group

· Review existing and proposed working groups and recommend to board for validation/approval.  
	Agenda Item

	SAIS-EI
	Examine OSD’s actions to date on determining domain leads as part of the Business Management Modernization Program (BMMP).  Review for duplication and prepare information paper.
	Agenda item

Dr. Tibbits

	SAIS-IONS/

PEO EIS
	In concert with PEO EIS and IMCEN, work with the AF Commodity Council and come back and brief the CIOEB on the “Army Way Ahead for Commodity Buys.”  


	Agenda item

	SAIS-IOM
	Pursue enterprise agreement for Microsoft Premier Support software
	Update follows

	SAIS-ZSC
	How do we improve clarity of our Goal 3 policies, direction, organizational responsibilities, resourcing strategies, and oversight processes?

Task:  Develop Strategic Communications Plan.
	Draft in CIO/G-6 Review

Target Completion 

30 July 04

	SAIS-IO
	Link the business and warfighter together in the infrastructure.

Task:  Arrange for Gartner Group to brief the G-3 on reachback for requirements to the infrastructure between the warfighter and business sides.  
	Completed 

16 March 04

	SAIS-IO
	IT Reimbursable Strategy/Army Baseline Service/ Performance Measures

Tasks:  

· Develop costing model for baseline services

· Integrate baseline services matrix into SRS and other reporting systems.


	Reimbursable policy is currently under development in concert with IMA initiatives.  It is premature to conduct a briefing at this time.  Anticipate completion of a draft policy in late July 04.


LTG Boutelle:  We will schedule the next CIO EB around final drafts of the AK M memos.

The Army Way Ahead for Commodity Buys, COL Tom Hogan, PM Enterprise Infostructure 
COL Hogan presented this Decision Brief.  At the 24 February meeting the Air Force shared ideas on their enterprising processes, practices and approach to procuring hardware.  PEO EIS has been in the process of determining whether this is a good fit for the Army and is participating in the Air Force test buy.  Board feedback was sought on future Army implementation.  COL Hogan stated that the popular opinion is that one can buy hardware just as one buys software.  However, it cannot be handled in the same way.  The Air Force gets Dell laptops $600.00 cheaper than the Army Small Computer Program Office (ASCPO).  The Air Force Reserve Command has obtained $500k more hardware for order.  

LTG Boutelle:  Why shouldn’t we do this for FY04Q4?  

Mr. Lane, EUSA:  If you buy from a company that doesn’t provide services, you would pay more for services.

LTG Boutelle:  That is an exception.  We should move forward for this year.  COL Hogan will obtain the details on what we need.  The intent is to look at this for our future actions.

COL Hogan stated that the plan is to make it available for the 2004 year-end commodity buy with linkage to the Air Force buy.  The Air Force has one standard desk top configuration, a “one-size-fits-all” approach. NETCOM agreed it was reasonable and would further review the specifications to verify.  

Mr. Carroll, PEO EIS, stated that we need to determine whether to buy with OPA vs. OMA funds.  We need to determine how to bundle the orders.  

LTG Boutelle added that a savings of 22% is worth it for us to move on this.

Mr. Campbell, TRADOC:  We will not have the funds until probably the final day of the End-Of-the- Year.

COL Lasher, FORSCOM:  We have a similar issue, but we do not know how much we will get.

LTG Boutelle:  You can buy off the Air Force contract right now.

In conclusion, there was Board agreement on participation in Enterprise hardware buys using the Air Force process. 

LTG Boutelle:  Your task now is to get the details and procedures on how to do this.  A policy is going to come out before the end of the year.  COL Hogan will make sure we understand the service elements of the purchase contract.  Army purchases always come with 3-year warranties.  We will make sure that we understand the terms of the Air Force contract before we buy.

Action Item:  Complete the evaluation process and documentation required for the Hardware Commodity Buys by using the Air Force process in FY04.  Provide specific details on the terms and conditions (warranties, support, and geographic coverage) of Air Force Hardware Commodity Buys so that Army participants are fully aware of the details prior to participation.

Army Knowledge Online Contract Consolidation, Ms. Marlu Vance, CIO/G-6, Chief AKO Division

Ms. Vance, Chief AKO Division, provided information on the background and objectives regarding Army Knowledge Online (AKO) and contract integration strategy.  Currently there are seven contracts and there have been integration issues because all the contracts are independent of each other.  The intent of consolidating seven contracts into one contract is to enable better control leading to better capability and closer alignment with industry standards.  ITEC4 and OGC are working with AKO on the consolidation.  Requirements are not in place on current contracts.  Requirements are not in place on current contracts.  Scaling to 1.6 million users is a challenge for many vendors.  The objective date for the consolidation is the beginning of FY05.

LTG Boutelle:  AKO/AKO-S requirement went to the AROC 60 days ago.  Some other unique requirements were incorporated into AKO.

Ms. Vance:  The Control Configuration Board (CCB) captures requirements submitted from the user and includes warfighter requirements.

MG Brandenburg, USARPAC:  Will we do this regionally?

LTG Boutelle:  Cache sites are being looked at.  The architecture will be designed so that it will cache locally.

COL Bachus:  I am concerned about security threats bringing AKO down.

Ms. Vance:  We will have backup from DR site.

Ms Vance continued by stating that a memo is coming out soon that will explain what “Getting behind AKO” means.  An IPT is reviewing the contract requirements.  In conclusion, the contract consolidation is a program management best practice and obtains maximum product capability against budget costs and improves support to the user.  

LTG Boutelle:  AKO is one of the top ten sites in Fortune 500.  We’re still in the RFI side.  We need to have it user-friendly.  I recommend CIO EB member participation in AKO contract efforts.  Also, send any suggestions/recommendations for AKO improvements to Ms. Vance.

Action Item:  Include CIO EB member participation (G-2/3 for AKO-SIPRNET) in AKO contract effort source selection process.

Network Force Management Analysis (FORMAL) Review, LTC Michael Gray CIO/G-6, Army Architecture Integration Cell

LTC Gray presented an update on the FORMAL relative to the POM FY06-11 Supplemental and highlighted the specific focus on network capabilities, transport and services.  The network is aligned to the Army Campaign Plan.  LTG Gray stated that UEX and below are resourced at the critical “barebones plus option.”  Joint Enterprise “enablers” continue to apply resource pressure.  GIGBE had a $70 million bill to operate in FY07, and I3MP is to continue the bandwidth expansion.  LTG Gray received the following input from Board members:

LTG Boutelle:  We need five WGSats instead of three.

COL Lasher, FORSCOM:  We don’t sell this well.  We need to explain the benefits better.  I suggest we look at other services/DOD to see what others are doing.

LTC Gray: I3MP is funded at 47%.  

LTG Boutelle:  This is a red herring.

COL Barnette, CIO/G-6: This is being revised to show end-to-end services (by Aug 04 for revised program structure).

MG Brandenburg:  We need infostructure for a new way of doing business.  It is essential we build that piece into the POM.

COL Barnette:  That is what the program restructure will do for us.  It needs reachback.  It is not just administrative requirements on P, C and S.
Mr. Bettencourt:  G-3 needs to help define warfighter support efforts for the infostructure.

MG Brandenburg:  The umbrella must cover the reserve component.

COL Bachus:  We need to tie together the sustainment and warfighter pieces.  

COL Lasher:  We’re not resourced to do the Information Assurance (IA) mission.  This is a problem.

LTG Boutelle:  We need to highlight funding.

COL Lasher: The Information Assurance (IA) structure is not clear.  It is not clear how the offices interact, for example, ACERT and TNOSC.

LTG Boutelle:  We have never been funded for IA to do the requirement.  We have to ask DOD for money.  Progress has been made in the training piece.  IA is in the Army school system now and it has an on-the-road course.  We will merge networks from a federation to an enterprise approach.

COL Lasher:  We don’t have enough radios. The modular redesign has increased the requirement and it is now close to one-per-soldier. We have no documentation on what is required.

The update on the FORMAL concluded with LTG Boutelle asking LTC Gray to make adjustments on the presentation based on the Board’s feedback and input.  The FORMAL will go into the Vice Chief of Staff of the Army soon.

Action item:  Revise FORMAL briefing slides based on the Board’s input.

CIO Integrating Governance Group (CIO IG2), COL Clarence Culbert, CIO/G-6, Chief, Policy and Governance Division

COL Clarence Culbert, requested formal approval on the establishment of a new integrating governance group to support the Board’s activities.  Approval was also sought on the CIO Integrating Governance Group’s (CIO IG2) Charter.  The need for an integrating governance group was presented at the February 2004 meeting.  Since that time, a Charter has been staffed and current working groups have been identified and assessed.  The CIO IG2’s primary responsibilities are to integrate activities of the existing working groups under the CIO Executive Board, resolve issues, review functions of proposed working groups, and propose agenda topics to the CIO Executive Board.  

COL Culbert showed the Board the current configuration of working groups and stated that the analysis revealed that each group did not understand what the other groups did and had no interrelationship.  He stated that if a group is in existence less than six months there was no need to charter such a working group.  COL Culbert presented the following options:

Option 1.  One integration working group and all other workgroups eliminated.

Option 2.  One integration working group to facilitate all CIO EB actions and coordinate a revised set of subordinate groups (streamlined).

Option 3.  Status quo (No CIO IG2).

He recommended Option 2 to the Board for approval.  Option two would integrate working groups to facilitate all CIO EB actions and coordinate a revised set of subordinate groups.  The membership would be composed of CIO EB coordinators and the Chair (or their representative) from each of approved work groups.  Board discussion followed:

Mr. Carroll:  I’m concerned about the architecture groups.  

COL Culbert:  The AEIT/Architecture group will host their own architecture meetings.  CIO IG2 is a mechanism to integrate the groups.

Mr. Bettencourt:  The goal is to make the Board a more decision-oriented board.  We need CIO IG2 to help prepare the Board members on briefings and decisions.

MG Brandenburg:  The IMA and MWR use the same model.  The working group shapes the meetings for the board.  It eliminates some things that are unnecessary.

Mr. Randol, DAS:  We need to make sure that it covers more that just what the groups cover.

Mr. Campbell:  We have a problem with providing resources to sit on the working group. 

Ms. Schnurr, G-2:  This would enhance information sharing and preparing members for the board meetings.  Meetings should be more productive.  Intel boards use this format and it works.

MG Brandenburg:  We can have virtual meetings by VTC or use collaborative tools.  We need to move out on this.

COL Lasher:  I agree with the proviso that it makes the board more efficient.

MG Brandenburg made the motion to implement CIO IG2.  The motion was seconded by Mr. Randol.

Interim approval was granted by the Board to proceed with the CIO IG2 Working Group.  

Mr. Bettencourt:  The group will report back the meeting after next for a status check and to review the merits of the group.

Action Item:  Include Single DOIM Concept in the first meeting and AKM Memo development.

Single DOIM Concept, COL Mark Barnette, CIO/G-6, Chief, Information Infrastructure Modernization

COL Barnette provided background on the Single DOIM concept.  The action plan is still under development.  The Single DOIM concept is mandated to achieve economic and managerial efficiencies.  Supporting rationale has been provided by the Army Science Board industry results and indicates a 35% reduction in cost while maintaining a top 10% in performance.  COL Barnette pointed out that it is not practical to merge to one Army Help Desk.  Server control relates to security as well as control.  Server control enables troop mobility.  And this is only in reference to common-user servers.

COL Lasher felt there was a problem funding the DOIM through IMA.  He indicated serious problems such as recent VTC cut-backs.  He did not agree with the identification of critical items as common-user services if they experienced cut-backs.

MG Brandenburg:  There is no line between garrison and operational in the context of operation of mission.  VTC is a C2 tool.  Who is accountable for the failure of the system? DOIMs are not staffed for 24/7. 

Ms. Schnurr:  We need a level of service that will be absolutely upheld.  There is a lack of understanding of mission from the DOIM. 

Ms. Armstrong, CIO/G-6:  DOIM funding is specific funding from across the IMA.  

Mr. Lane:  There is a recent letter from the IMA with a 10% reduction.

Mr. Campbell:  IMA has a hiring freeze.  They are telling us that they can’t support us on server consolidation.

MG Brandenburg indicated several issues.  First, who owns DOIM funds and resources?  Second, how is efficiency and continued effectiveness achieved?

Ms. Wasko, NETCOM, stated that the issue needs to go to the IMBOD and that this all depends upon the development and maintenance of baseline metrics.

Ms. Armstrong:  There have been significant plus-ups from IMA.

Mr. Campbell:  The funding has not trickled down to the customers.

The Army Single DOIM Concept and Single DOIM Audit, Mr. Kevin Kelly, U. S. Army Audit Agency (US AAA)

Mr. Kelly provided an update on the implementation of the Army Single DOIM concept.  Key issues regarding audit results and next steps were discussed.  He stated that the biggest concern in the audit was the response, “Will my level of service continue? My shadow DOIM ensures that things happen.”  This 

Is the paradigm that must be broken.  On degradation of services, the shadow DOIMs are still out there.

COL Klinefelter offered that “One-size-fits-all” is not the right way.

Mr. Kelly continued that a common-user service is not the entire IT requirement.  IMOs are still being defined.  The objective of the audit is to find if the Single DOIM Concept has been implemented at Army activities and installations in accordance with AR25-1 and the Information Management Execution Plan.  The approach has been to identify personnel in tenant activities performing common-user services.  It was found that tenant activities continue to maintain internal support structures for C4IM common user services.  Originally, 93 were C4IM services, and it has been reduced now.

COL Bachus:  We need to measure IT services against the metrics.  We need to consider operational resources for retaining IT support in the organization.

Mr. Kelly stated that the Audit showed virtually all tenants continue to maintain staff to perform common- user services and is based on “unofficial” manpower savings.   The AAA data is a starting point.

Mr. Pfoltzer stated that it needs to have a customer focus.

Single DOIM Enterprise Action Plan.  Ms. Kathleen Linderman, NETCOM RCIO-NW

Ms. Linderman presented the phased plan to migrate to the Army Enterprise using the Single DOIM concept in support of AKM Goal 3 issues connected with successful execution.  The plan is to migrate shadow DOIMs into the authorized DOIM structure.  The Action Plan outlines moving in that direction without interrupting service as we change the way we do business.  AR 25-1 mandates a single installation DOIM.  The CSA is to sign guidance to execute the plan.  CIO/G-6 will grant waivers.  This brief is for information only.  It will go to the IMBOD.  Internal staffing has been done.


Discussion:

The Board recommended formal staffing at the DA level.  Specifically Mr. Campbell stated that TRADOC does not think the plan is ready for prime time because it shows no funding and no metrics.

Mr. Capps, NETCOM:  That is part of the plan.  We need the authority of the CSA to get it done.

Mr. Randol added that it should be signed by the Chief and Secretary of the Army.

Ms. Bodenstein, CIO/G-6 stated that an initial legal review was conducted to clarify scope concerns.  We have also been getting requests in on the application side.  We’ve made recommendations that the DOIMs focus on common user services like e-mail and not be hard-over on the mission applications.  Consolidation guidance is to establish a baseline for all IT services to include the shadow DOIMs in which to measure performance and success.
COL Lasher objected to the “days expended” instead of stating conditions that must be met.  We can use goals, but we do not depend upon just the number of days.

Mr. Bettencourt suggested that after each phase that we review where we are and state the conditions to be met.

Mr. Randol state that no planning assumptions should be made based on DISA plans.

MG Brandenburg suggested that this be incorporated into the Army Campaign Plan.  This will implement the institutional Army and enable the requirement for support of a joint-based force.

Mr. Bettencourt stated that this was a great suggestion, and outlined several actions items.

Action Items:  Add Single DOIM Transition to the Army Campaign Plan.  NETCOM needs to provide status of the Single DOIM Action Plan after implementation at each CIO EB meeting.  The first meeting of CIO IG2 needs to address this topic.

Mr. Bettencourt concluded by thanking the NETCOM RCIOs and stated that the Board appreciated what they are doing for the Army.

Password Protection for Two-way Wireless E-mail Devices, COL Ted Dmuchowski, NETCOM ESTA

COL Dmuchowski briefly explained the use of password processes to be used for wireless communications.  He referred to a new policy to include wireless.  Provisions:

· Password is used to lock and unlock

· Lock every 15 min of non-use

· Five characters for PW.

· Must change PW every 50 days.

The Deputy CIO provided concluding remarks and reminded members of the CIO’s request to read the Chief’s paper and the book Does IT Matter?  Also, members are invited to send Ms. Vance (marlu.vance@us.army.mil) any suggestions/recommendations for AKO improvements.  The meeting adjourned at 1630.

Action Items

	Action Office
	Task
	Suspense

	PEO EIS
	Complete the evaluation process and documentation required for the Hardware Commodity Buys using the Air Force process in FY04.  

· Provide specific details on the terms and conditions (warranties, support, and geographic coverage) of Air Force Hardware Commodity Buys so that any Army participant is fully aware of the details prior to participation.

· Implement an Army Hardware Commodity Buy process in FY05.
	Jul 2004

Jul 2004

	SAIS-EI
	Revise existing AKM Memos

Develop new AKM Memos (to include BMMP)


	Sep 2004

Sep 2004

	SAIS-EIG
	Proceed with CIO IG2 Working Group.  Include Single DOIM Concept and AKM Memo development in the first meeting.
	Jul 2004

	SAIS-ZRI/IO
	Add Single DOIM Transition to the Army Campaign Plan
	Jul 2004

	SAIS-IO
	Revise “FORMAL” slides based on board input
	Jun 2004

	SAIS-EI
	Include CIO EB member participation in AKO Contract Consolidation efforts.
	Aug 2004

	NETCOM
	Provide status of the Single DOIM Action Plan implementation at each CIO EB meetings.
	Oct 04 and continuing meetings
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